
WHAT WE ARE
SHARING 

» Approximately 10,000,000 observables per month in STIX 2.1 packages, with an average of three pieces of context per
observable.

»  STIX 2.1 packages include a range of observables and TTPs across the kill chain.

»  Observables include, for example: files, domain names, addresses, and Uniform Resource Identifiers (URIs).

»  Over 50 TTPs from MITRE's Common Attack Pattern Enumeration and Classification (CAPEC™) and Adversarial Tactics,
Techniques, and Common Knowledge (ATT&CK™).

»  Membership in CTA gives members access to validated, curated threat intelligence they might otherwise not have.

Learn more about CTA and membership opportunities today. Contact us today: newmember@cyberthreatalliance.org

Disrupt Malicious Actors
CTA and its members create outputs, 

collaborate on actions, and respond to cyber 
incidents to reduce the overall effectiveness 
of malicious actors’ tools and infrastructure.

Elevate Overall Security
CTA shares content, establishes 

partnerships, and promotes policies 
that enhance the overall security 

and resilience of the digital 
ecosystem.

Protect End-Users
Members use our automated platform 

to share, validate, and deploy actionable 
threat intelligence to their customers

in near-real time.

WHY YOU SHOULD JOIN CTA
CTA is a not-for-profit organization working to improve the cybersecurity of our global digital ecosystem by enabling near real-time, 
high-quality cyber threat information sharing among companies and organizations in the cybersecurity field. This novel approach 

brings together companies that typically compete with one another and enables them to work together for the greater good. 
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we’re actively growing 
our membership to 
include cybersecurity 
companies from 
around the world and 
in every part of the 
ecosystem.

MEMBERSHIP 
CATEGORIES

Contributing Members: Share intelligence with and draw information from our 
platform, participate in human-speed sharing activities, and engage in in disruption of 
malicious cyber activity.  

Affiliate Members: Have all the above benefits, and representation on the committees 
that govern CTA’s operations, including communications and advocacy positions.  
Affiliate members are also eligible to run for a seat on CTA’s Board of Directors.  

Charter Members: Have all the above benefits and a guaranteed seat on CTA’s Board.

THE BENEFITS OF 
JOINING CTA 

»  Join a unique community of experts who share insights and best practices.

» Get cybersecurity industry leaders on speed dial.

»  Access CTA’s automated platform for sharing cyber threat intelligence.

»  Share timely, actionable, contextualized, and campaign-based intelligence.

»  Improve your products and services to protect your customers.

»

WHAT ARE OUR 
MEMBERSHIP CRITERIA?
All potential members undergo a thorough vetting process to ensure that membership would be mutually 
beneficial. Prospective members must meet the four baseline criteria below to be considered for membership:

»

 Your organization must be eligible to conduct business in the United States.

»

Your organization must have cyber threat intelligence to submit to CTA.

»

 Your organization must maintain the technical capability to share and receive cyber threat intelligence to and from CTA.

 Your organization must not have undue influence from government affiliations, other than customer relationships, that are 
contrary to CTA's purpose.

WE ARE OPEN TO PARTNERSHIPS 
If you are a Computer Emergency Response Team, Information Sharing and Analysis Organization, research 
institution, or other group looking for more information on partnership opportunities, visit our website to learn more 
or contact us today: info@cyberthreatalliance.org.

https://www.cyberthreatalliance.org/partnerships/
mailto:info@cyberthreatalliance.org



